Proposed vulnerability descriptions

n0072A
 relative path traversal
n0072B
 absolute path traversal

n0072C
 UNIX path link problems

n0072D
 Windows path link problems

n0072E
 Integer coercion errors

n0072F
 Numeric truncation error

n0072G
 value problems

n0072I
 race condition in switch

n0072J
 context switching race condition

n0072K
 pointer use after free

n0072L
 memory leak

n0072M
 insufficiently protected credentials

n0072N
 privilege management

n0072O
 privilege sandbox issues

n0072P
 hard coded password

n0072Q
 expression issues

n0072R
 unused variable

n0072S
 process control

n0072T
 xss

n0072U
 sql injection hibernate

n0072V
 php file inclusion

n0072W
 stack overflow

n0072X
 boundary beginning violation

n0072Y
 wrap around error

n0072Z
 unchecked array indexing
n0072ZA
 unsafe function call

n0072ZB
 heap overflow

n0072ZC
 equivalent special element injection

n0072ZD
 os command injection

n0072ZE
 injection

n0072ZF
 delimiter

n0072ZG
 server side injection

n0072ZH
 off by one error

n0072ZI
 sign extension error

n0072ZJ
 common special element manipulations

n0072ZK
 sensitive information uncleared before use

n0072ZL
 discrepancy information leak

n0072ZM
 missing parameter error

n0072ZN
 missing or inconsistent access control

n0072ZO
 authention issues

n0072ZP
 resource exhaustion

n0072ZQ
 unquoted search path or element

n0072ZR
 improperly verified signature

n0072ZS
 missing required cryptographic step

n0072ZT
 information leak through debug information

n0072ZU
 product generated error message information leak

n0072ZV
 web root data

n0072ZW
 user interface inconsistency

